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1. Discussion
In TR23.752 v0.5.0 there is a total of 23 solutions that address KI #3, Support of UE-to-Network Relay.
Based on Table 6.0-1, key issue #3 " Support of UE-to-Network Relay" has the following solution proposals: Sol #6, Sol #7, Sol #16, Sol #19, Sol #23, Sol #24, Sol #25, Sol #26, Sol #27, Sol #28, Sol #29, Sol #30, Sol #35, Sol #38, Sol #40, Sol #41, Sol #42, Sol #43, Sol #44, Sol #45, Sol #46, Sol #47 and Sol #48. 

Sol #6 proposes overall Layer-3 based solutions. It is reusing the principle of ProSe UE-to-Network Relay defined in EPS, TS 23.303. The  UE-to-Network Relay establishes PDU session in NW relay’s core network and performs packets forwarding on PDU layer between the network and the Remote UE.
Sol #7 proposes overall Layer-2 based solutions. It is reusing the principle of eRelay-UE investigated in TR23.733. The  UE-to-Network Relay performs packets forwarding on PDCP layer between the network and the Remote UE. The Remote UE accesses to Remote UE’s core network.
All other solutions can be classified to solutions applicable to L2 NW relay, L3 NW relay, or both in following aspects:
Authorization and Provisioning aspects (2 solutions):
Solution #16 and Solution #35 propose PCF based Authorization and Provisioning solution, which is aligned with the conclusion of KI#8. In these solutions, the UE indicates 5G ProSe capability as a Remote UE/UE-to-Network Relay during the registration procedure and the PCF provides Authorization policy, UE-to-Network Relay Discovery policy/parameters, etc. to UE-to-Network Relay and Remote UE.
Both Solution #16 and solution #35 are applicable to both L2 and L3 NW relay. Policy/paramters provided to NW Relay/Remote UE may be slightly different in L2 and L3 NW relay case, e.g. PDU Session parameters for each ProSe Relay Service Code is only available for L3 NW relay.
Note: L3 overall solution (Sol#6) doesn’t specify the Authorization and Provisioning. L2 overall solution (Sol#7) proposes policy/parameters can be re-configured or provided by PCF as solution #35.
Network Relay Discovery and selection aspects (3 solutions)
[bookmark: _Hlk51588812]Solution #19 proposes to use both model A and model B for NW relay discovery, discovery message include Service and application information, Group information, Slicing information, DNN and HPLMN or VPLMN. The NW relay selection will be based on PC5 radio condition and pre-configured information besides the information received from discovery message.  
Solution #28 (L3 only) also proposes to use both model A and model B for NW relay discovery. The difference with Solution #19 is that slicing information is not broadcasted by the NW relay. The Remote UE may retrieve the slicing information based on the association between slicing information and UE-to-Network Relay Service Code.
Solution #41 (L2 only) proposes the combination of relay selection and PLMN selection based on both model A and model B discovery.
All solutions support both model A and model B discovery. Relay Service Code/Relay Service ID is the key information for NW relay discovery. Broadcasting slicing information and DNN may cause privacy exposure problem.
Note: L3 overall solution (Sol#6) doesn’t specify discovery solutions. L2 overall solution (Sol#7) refers to Solution #19 and #41 for discovery and selection.

PC5 connection establishment (4 solutions)
Solution #28 (L3 only) proposes the Remote UE provides PDU session parameters in Direct Communication Request message, then the NW relay establishes/modifies PDU session based on the Remote UE’s request.
Solution #38 (L3 only) proposes "5G ProSe Layer 3 UE-to-Network" Connection Capability in NW relay’s URSP for Remote UE traffic.
Solution #42 (L3 only)  proposes the Remote UE provides the traffic descriptors to the NW relay and the NW relay establishes/modifies PDU session based on NW relay’s URSP rule.
Solution #43 (L3 only) propose PC5 connection establishment using DCR message, i.e. V2X-based discovery mechanism.
Solutions #28, #38 and #42 addresses same issue on how to satisfy Remote UE’s requirement on the PDU Session related attributes. Solution #38 has no impact on the Remote UE, however, the NW relay uses same URSP rule for all Remote UEs. Solution #42 needs the Remote UE to provide the NW relay with all available information related to the Traffic Descriptor and due to different URSP rules configuration in Remote UE and NW relay, the Remote UE’s requirement may not be satisfied.
Solution #43 (L3 only) needs the Remote UE to establish a PC5 connection with all candidate NW relays and tiggers all candidate NW relays to establish/modify PDU sessions. After the Remote UE selects a NW relay, all other PC5 connections and related PDU sessions are released. It may cause massive unnecessary PC5 signallings and NAS signallings.

Authentication/ Authorization for NW relay access (5 solutions)
Solution #27 (L3 only) proposes to reuse secondary authentication procedure defined in TS23.502 for Remote UE’ authentication. The NW relay forwards authentication message between the SMF and the Remote UE. The authentication/authorization result is provided to the NW relay. 
Solution #30 (L2 only) proposes that the Relay UE, after receiving the communication request from the Remote UE, sends an authorization request to the CN NF (AMF or PCF). The CN NF will check if the Remote UE is authorized to access 5GC via the Relay UE and indicate the result of the authorization check to the Relay UE. 
Solution #40 (L3 only) proposes that the 5GC is able to authorize the Remote UE to use UE-to-Network Relay's PDU Session by checking the Remote UE's profile stored in UDM, PCF or DN-AAA in addition to UE-to-Network Relay's subscription information. Remote UE’s SUCI may be used for the authorization procedure.
Solution #46 and solution #47 (both L3 only) propose that the Remote UE’s authentication/authorization is performed via NW relay’s AMF and Remote UE’s AUSF. 
Note: Authentication/Authorization for NW relay access is not specified in L3 overall solution (Sol#6) and L2 overall solution (Sol#7).

QoS (4 solutions)
Solution #24 (L3 only) proposes that SMF derieves the Uu interface QoS with considering the Remote UE accesses network via NW relay and the NW relay performs mapping between 5QI and PQI to establish PC5 QoS flows with the Remote UE. 
Solution #25 (L3 only) proposes that PCF generates PCC rules (for QoS control on Uu) and the PC5 QoS parameters (for QoS control on PC5), then the SMF establishes QoS flow for PDU sessions based on PCC rules and the NW relay establishes PC5 QoS flow based on PC5 QoS parameters.
 
Solution #45 (L3 only) proposes end-to-end Qos solution for L3 NW relay with N3IWF case. The Remote UE provides SPI and PC5 QoS parameters to the L3 NW relay, then L3 NW relay and L3 NW relay’s core network performs QoS control based on SPI and PC5 QoS paramters 
Solution #44 (L2 only) Remote UE’s SMF provides Uu QoS profile and PC5 QoS profile to the RAN then the RAN will take these QoS profiles as the principles to determine the configurations over PC5 leg and Uu leg.

Other: (4 solutions)
Solution #29 (L2 only) proposes service continuity procedure when the path is switched from direct to indirect or from indirect to direct under the same NG-RAN. This solution only impacts the AS procedure between the Remote UE and NG-RAN.
Solution #48 (L3 only)  proposes the NW Relay includes Cell ID, PLMN ID and 5GS TAI corresponding to the serving cell in the discovery message.
Solution #26: proposes to enhance Non-Seamless Offload indication and Access Type Preference in the URSP rules to perform path selection, e.g. Uu direct path, path via NW relay, path via NW relay and N3IWF.
Solution #23(L3 only) proposes nd-to-End security and IP address preservation for Layer-3 UE-to-Network Relay by using N3IWF located in Remote UE’s core network.

Table 1: Comparison between L2 NW relay and L3 NW relay
	
	L2 NW relay
	L3 NW relay

	Service Authorization and parameters provisioning
	· Preconfiguration and PCF provides authorization policy and parameters 
· Support authorization policy update for Remote UE via NW relay
	· Preconfigured, PCF based procedure
· Support authorization policy update for Remote UE via NW relay only when N3IWF is used.


	Relay discovery
	· Support both Model A & Model B
	· Support both Model A & Model B
· Need to consider Slicing and DNN for NW relay discovery

	PC5 connection establishment
	· Direct communication procedure 
	· Direct communication procedure 
· Need to consider Remote UE’s PDU session requirement

	NW relay acces Authorization
	· Support
	· Support

	End-to-end QoS
	· Support
	· Support

	End-to-end Security
	· Reuse existing security mechanism
	· N3IWF based E2E security solution.

	Service continuity
	· Reuse existing service continuity mechanism
	· N3IWF based solution for IP address preservation




Observation #1 (over all): Both L2 and L3 NW relay can satisfy most requirements of KI#3, e.g. end-to-end QoS, Security, Authorization, service continuity, etc., and support for both public safety case and commercial case. L3 NW relay has less impact on the NG-RAN and L2 NW relay has less impact on the core network. 
Observation #2 (over all): To support end-to-end security and service continuity, L3 NW relay solution needs Remote UEs traffic to be routed back to Remote UE’s core network via L3 NW relay’s core network, which may increase the packet delay (due to longer user plane path) and decrease traffic delivery efficiency (due to IPsec encapsulation). However for applications in which end-to-end security and service continuity can be supported by application layer (i.e. public safety service), L3 NW relay has less impact on network. Therefore, both L2 NW relay and L3 NW relay may be selected for normative work.
Observation #3 (Authorization and Provisioning): PCF based Authorization and Provisioning procedure can also be used for NW relay Authorization and Provisioning. Policy/parameters defined in solution #16 and solution #35 can be selected for normative work.
Observation #4 (NW relay discovery): Both model A and model B can be used for NW relay discovery. Relay Service Code/Relay Service ID shall be included in discovery message.
Observation #5 (PC5 connection establishment): Direct Communication procedure as described in clause 6.3.3 of TS 23.287 can be used for PC5 connection establishment between the Remote UE and the NW relay. 

Considering the above observations, and the requirements defined for KI #3, it is proposed to conclude the following:
· From SA2 perspective, L2 NW relay (solution #7) and L3 NW relay (solution #6 and solution #23) can be selected for normative work;
· PCF based Authorization and Provisioning can also be used for NW relay case, policy/parameters defined in solution #16 and solution #35 are selected for normative work 
· NW relay discovery shall support both model A and model B. The Relay Service Code/Relay Service ID shall be included in discovery message;
· Direct Communication procedure as described in clause 6.3.3 of TS 23.287 is used for PC5 connection establishment between the Remote UE and the NW relay. 
2. Proposal
It is proposed to document the evaluation and interim conclusions for Key Issue #3 in TR 23.752. 

* * * * First Change * * * *
[bookmark: _Toc50557378][bookmark: _Hlk51706875]7.3	Key Issue #3: Support of UE-to-Network Relay
Based on Table 6.0-1, key issue #3 " Support of UE-to-Network Relay" has the following solution proposals: Sol #6, Sol #7, Sol #16, Sol #19, Sol #23, Sol #24, Sol #25, Sol #26, Sol #27, Sol #28, Sol #29, Sol #30, Sol #35, Sol #38, Sol #40, Sol #41, Sol #42, Sol #43, Sol #44, Sol #45, Sol #46, Sol #47 and Sol #48. 

Sol #6 proposes overall Layer-3 based solutions. It is reusing the principle of ProSe UE-to-Network Relay defined in EPS, TS 23.303. The  UE-to-Network Relay establishes PDU session in NW relay’s core network and performs packets forwarding on PDU layer between the network and the Remote UE.
Sol #7 proposes overall Layer-2 based solutions. It is reusing the principle of eRelay-UE investigated in TR23.733. The  UE-to-Network Relay performs packets forwarding on PDCP layer between the network and the Remote UE. The Remote UE accesses to Remote UE’s core network.
All other solutions can be classified to solutions applicable to L2 NW relay, L3 NW relay, or both in following aspects:
Authorization and Provisioning aspects (2 solutions):
Solution #16 and Solution #35 propose PCF based Authorization and Provisioning solution, which is aligned with the conclusion of KI#8. In these solutions, the UE indicates 5G ProSe capability as a Remote UE/UE-to-Network Relay during the registration procedure and the PCF provides Authorization policy, UE-to-Network Relay Discovery policy/parameters, etc. to UE-to-Network Relay and Remote UE.
Both Solution #16 and solution #35 are applicable to both L2 and L3 NW relay. Policy/paramters provided to NW Relay/Remote UE may be slightly different in L2 and L3 NW relay case, e.g. PDU Session parameters for each ProSe Relay Service Code is only available for L3 NW relay.
Note: L3 overall solution (Sol#6) doesn’t specify the Authorization and Provisioning. L2 overall solution (Sol#7) proposes policy/parameters can be re-configured or provided by PCF as solution #35.
Network Relay Discovery and selection aspects (3 solutions)
Solution #19 proposes to use both model A and model B for NW relay discovery, discovery message include Service and application information, Group information, Slicing information, DNN and HPLMN or VPLMN. The NW relay selection will be based on PC5 radio condition and pre-configured information besides the information received from discovery message.  
Solution #28 (L3 only) also proposes to use both model A and model B for NW relay discovery. The difference with Solution #19 is that slicing information is not broadcasted by the NW relay. The Remote UE may retrieve the slicing information based on the association between slicing information and UE-to-Network Relay Service Code.
Solution #41 (L2 only) proposes the combination of relay selection and PLMN selection based on both model A and model B discovery.
All solutions support both model A and model B discovery. Relay Service Code/Relay Service ID is the key information for NW relay discovery. Broadcasting slicing information and DNN may cause privacy exposure problem.
Note: L3 overall solution (Sol#6) doesn’t specify discovery solutions. L2 overall solution (Sol#7) refers to Solution #19 and #41 for discovery and selection.

PC5 connection establishment (4 solutions)
Solution #28 (L3 only) proposes the Remote UE provides PDU session parameters in Direct Communication Request message, then the NW relay establishes/modifies PDU session based on the Remote UE’s request.
Solution #38 (L3 only) proposes "5G ProSe Layer 3 UE-to-Network" Connection Capability in NW relay’s URSP for Remote UE traffic.
Solution #42 (L3 only)  proposes the Remote UE provides the traffic descriptors to the NW relay and the NW relay establishes/modifies PDU session based on NW relay’s URSP rule.
Solution #43 (L3 only) propose PC5 connection establishment using DCR message, i.e. V2X-based discovery mechanism.
Solutions #28, #38 and #42 addresses same issue on how to satisfy Remote UE’s requirement on the PDU Session related attributes. Solution #38 has no impact on the Remote UE, however, the NW relay uses same URSP rule for all Remote UEs. Solution #42 needs the Remote UE to provide the NW relay with all available information related to the Traffic Descriptor and due to different URSP rules configuration in Remote UE and NW relay, the Remote UE’s requirement may not be satisfied.
Solution #43 (L3 only) needs the Remote UE to establish a PC5 connection with all candidate NW relays and tiggers all candidate NW relays to establish/modify PDU sessions. After the Remote UE selects a NW relay, all other PC5 connections and related PDU sessions are released. It may cause massive unnecessary PC5 signallings and NAS signallings.

Authentication/ Authorization for NW relay access (5 solutions)
Solution #27 (L3 only) proposes to reuse secondary authentication procedure defined in TS23.502 for Remote UE’ authentication. The NW relay forwards authentication message between the SMF and the Remote UE. The authentication/authorization result is provided to the NW relay. 
Solution #30 (L2 only) proposes that the Relay UE, after receiving the communication request from the Remote UE, sends an authorization request to the CN NF (AMF or PCF). The CN NF will check if the Remote UE is authorized to access 5GC via the Relay UE and indicate the result of the authorization check to the Relay UE. 
Solution #40 (L3 only) proposes that the 5GC is able to authorize the Remote UE to use UE-to-Network Relay's PDU Session by checking the Remote UE's profile stored in UDM, PCF or DN-AAA in addition to UE-to-Network Relay's subscription information. Remote UE’s SUCI may be used for the authorization procedure.
Solution #46 and solution #47 (both L3 only) propose that the Remote UE’s authentication/authorization is performed via NW relay’s AMF and Remote UE’s AUSF. 
[bookmark: _GoBack]Note: Authentication/Authorization for NW relay access is not specified in L3 overall solution (Sol#6) and L2 overall solution (Sol#7).

QoS (4 solutions)
Solution #24 (L3 only) proposes that SMF derieves the Uu interface QoS with considering the Remote UE accesses network via NW relay and the NW relay performs mapping between 5QI and PQI to establish PC5 QoS flows with the Remote UE. 
Solution #25 (L3 only) proposes that PCF generates PCC rules (for QoS control on Uu) and the PC5 QoS parameters (for QoS control on PC5), then the SMF establishes QoS flow for PDU sessions based on PCC rules and the NW relay establishes PC5 QoS flow based on PC5 QoS parameters.
 
Solution #45 (L3 only) proposes end-to-end Qos solution for L3 NW relay with N3IWF case. The Remote UE provides SPI and PC5 QoS parameters to the L3 NW relay, then L3 NW relay and L3 NW relay’s core network performs QoS control based on SPI and PC5 QoS paramters 
Solution #44 (L2 only) Remote UE’s SMF provides Uu QoS profile and PC5 QoS profile to the RAN then the RAN will take these QoS profiles as the principles to determine the configurations over PC5 leg and Uu leg.

Other: (4 solutions)
Solution #29 (L2 only) proposes service continuity procedure when the path is switched from direct to indirect or from indirect to direct under the same NG-RAN. This solution only impacts the AS procedure between the Remote UE and NG-RAN.
Solution #48 (L3 only)  proposes the NW Relay includes Cell ID, PLMN ID and 5GS TAI corresponding to the serving cell in the discovery message.
Solution #26: proposes to enhance Non-Seamless Offload indication and Access Type Preference in the URSP rules to perform path selection, e.g. Uu direct path, path via NW relay, path via NW relay and N3IWF.
Solution #23(L3 only) proposes nd-to-End security and IP address preservation for Layer-3 UE-to-Network Relay by using N3IWF located in Remote UE’s core network.

Table 1: Comparison between L2 NW relay and L3 NW relay
	
	L2 NW relay
	L3 NW relay

	Service Authorization and parameters provisioning
	· Preconfiguration and PCF provides authorization policy and parameters 
· Support authorization policy update for Remote UE via NW relay
	· Preconfigured, PCF based procedure
· Support authorization policy update for Remote UE via NW relay only when N3IWF is used.


	Relay discovery
	· Support both Model A & Model B
	· Support both Model A & Model B
· Need to consider Slicing and DNN for NW relay discovery

	PC5 connection establishment
	· Direct communication procedure 
	· Direct communication procedure 
· Need to consider Remote UE’s PDU session requirement

	NW relay acces Authorization
	· Support
	· Support

	End-to-end QoS
	· Support
	· Support

	End-to-end Security
	· Reuse existing security mechanism
	· N3IWF based E2E security solution.

	Service continuity
	· Reuse existing service continuity mechanism
	· N3IWF based solution for IP address preservation




* * * * Second Change * * * *

[bookmark: _Toc50557387]8.3	Key Issue #3: Support of UE-to-Network Relay
For key issue#3 " Support of PC5 Service Authorization and Policy/Parameter Provisioning", it is concluded that:
· From SA2 perspective, L2 NW relay (solution #7) and L3 NW relay (solution #6 and solution #23) can be selected for normative work;
· PCF based Authorization and Provisioning can also be used for NW relay case, policy/parameters defined in solution #16 and solution #35 are selected for normative work 
· NW relay discovery shall support both model A and model B. The Relay Service Code/Relay Service ID shall be included in discovery message;
· Direct Communication procedure as described in clause 6.3.3 of TS 23.287 is used for PC5 connection establishment between the Remote UE and the NW relay. 
* * * * End of Changes * * * *
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